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Abstract of the contribution: Discussion on the needs to ensure the system is not overloaded due to surge of unauthenticated UEs accessing the network for ROLS.
1. Introduction
Support of unauthenticated UEs access to RLOS could potentially overload the system which could lead to poor QoE to regular paying customers (Authenticated UEs). It is proposed to ensure that the authenticated UEs has higher priority when accessing the system.
1.1 Discussion
RACH related contention:
To transmit packets from an IDLE state, the UE needs to perform random access via the RACH procedure with the eNb. This common RACH resource is being competed between authenticated UE and unauthenticated UE. Contention-based RACH procedure resolves this by having the colliding UEs (losers) to access the network by triggering a new RACH procedure in a second attempt after waiting for a random back-off period. 
In our view, an already authenticated UE should have a higher chance of success to access the network than unauthenticated UE in a contention based RACH procedure. A simple solution is to require the unauthenticated UE to implement a much longer back-off period than authenticated UE (e.g, 2x the normal UE).

Normal ROLS vs. Abuse usage:
In Normal ROLS scenario, an unauthenticated UE preforms:
1. Attach to network without authentication.
2. Establish an EPS bearer (data connection) to a portal (via PDN) and receives some services.
3. Detach procedure (normal) due to Delete Bearer Req from P-GW.
In an abuse ROLS scenario, an unauthenticated UE is also performing the above same procedure as for normal ROLS scenario. It shall be possible to prevent this type of UE from using ROLS for a certain time, e.g, “penalty time”. One way to achieve this is to pass down a new ROLS specific cause value from P-GW toward the UE in Detach Request. This new cause value shall be used to prevent the UE from accessing the ROLS until the “penalty timer” expires.

2. Proposal
Changes to TR 23.715

*** begin ***

[bookmark: _Toc493860554][bookmark: _Toc505685584][bookmark: _Toc508649770][bookmark: _Toc513033693]4.1	Architectural Assumptions
The goal of the study is to enable access to those Restricted Local Operator Services (RLOS), however the definition of such restricted local operator services offered by an operator is out of scope of 3GPP.
Architectural assumptions are the following:
-	Access to RLOS is only possible for UEs when using EPC via E-UTRAN as IPCAN.
-	Both unauthenticated and authenticated UEs can access RLOS via the same architecture. 
An authenticated UE allowed to access EPC may access the same services that are provided as RLOS but in this case, it is not within the scope of RLOS.
-	The UE shall indicate to the EPC and the IMS network that the request is a request for RLOS.
-	The standard shall support IMS emergency services for UEs attached for RLOS.
-	Allowing access to RLOS is completely under the local operator's control.
-	The solution shall support both non-IMS and IMS RLOS services.
-	When RLOS are accessed via IMS sessions:
1)	they do not require any specific support for location over and above what is defined by IMS already;
2)	they do not require any specific support regarding call back to the user that has initiated the session;
3)	the IMS RLOS are securely isolated to avoid e.g. DOS attacks to IMS entities offering regular IMS services.
-	Only UE-originated RLOS requests are supported.
-	No support of multiple PDN connections for RLOS.
-	No support of mobile terminated services.
-	This feature is only applicable to EPS 3GPP access. 
-	Inter-RAT handovers and handover between 3GPP and non-3GPP accesses are not supported.
-	The use of the RLOS feature does not impact the local service provider’s ability to support LI.
-	Backoff timer for RACH contention procedure is expected to be much longer for unauthenticated UE accessing RLOS vs. normal authenticated UE. This is to ensure the normal authenticated UE has higher success rate when accessing the system during RACH congestion.
-	A new ROLS specific cause value can be used in the network initiated detach procedure (initiated by PGW) to prevent the unauthenticated UE to access the ROLS for a longer period of time (penalty time).
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